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FREQUENTLY ASKED QUESTIONS 

The PowerSchool email and the services offered 

1. I received an email that claims to be from PowerSchool. Is it legitimate?

Phone: (204) 775-9741 

Fax: (204) 775-9940 

Email: frontier@fsdnet.ca 

We understand PowerSchool has sent emails to students, parents/guardians, and educators whose
information was involved in the incident. We understand from PowerSchool the email was or will be sent from
one of the following similar email addresses: ps-sis-incident@mail.csid.com; ps-sis­
incident@mail1.csid.com; or ps-sis-incident@mail2.csid.com. If you receive or have received an email from
any one of these email addresses with the subject line "PowerSchool Cybersecurity Incident", we have been
assured by PowerSchool that it is a legitimate email.

Whether or not you received the email from PowerSchool, you may also visit PowerSchool's website to learn
how to activate the identity protection and/or credit monitoring services. The PowerSchool website also
includes information in French.

2. I have a question about how to sign up for the identity protection and/or credit monitoring services
offered by PowerSchool.

PowerSchool has advised that you can call 833-918-7884 if you have any questions.

For those able to utilize credit monitoring services (anyone age 18 and over}, you will be prompted to validate
before activating by entering your name and date of birth. Anyone, including those under 18, can utilize the
identity protection services. We encourage you to sign up for the services offered by PowerSchool.

The incident 

3. What happened?

PowerSchool informed Frontier School Division that it had experienced a cybersecurity incident involving
unauthorized access to and exfiltration (acquisition) of certain customer information between around
December 19 and December 28, 2024. Frontier School Division is a customer of PowerSchool, like many
other educational institutions across North America. PowerSchool provides a Student Information System
(SIS) used by Frontier School Division and thus we were informed by PowerSchool that information stored
by Frontier School Division in our SIS was involved in the incident.

We understand PowerSchool has sent emails to students, parents/guardians, and educators whose
information was involved in the incident. We understand from PowerSchool the email was or will be sent from
one of the following similar email addresses: ps-sis-incident@mailcsid.com; ps-sis­
incident@mail1.csid.com; or ps-sis-incident@mail2.csid.com.

Whether or not you receive an email, you may also visit PowerSchool's website to learn how to activate the
identity protection and/or credit monitoring services being offered. The PowerSchool website also includes
information in French. For those able to utilize credit monitoring services (anyone age 18 and over), you will
be prompted to validate before activating by entering your name and date of birth. Anyone, including those
under 18, can utilize the identity protection services. PowerSchool has advised that you can call 833-918-
7884 if you have any questions.
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